**CYBERSECURITY FOR BEGINNERS DAY 2**

**My name is J KRISHNA CHAITANYA. I am a MBA Postgraduate. I am looking for opportunities to grow and start my job career. I thought this cyber security course will help me. My mail.id is** [**krishna.chaitanya0059@gmail.com**](mailto:krishna.chaitanya0059@gmail.com) **and my phone number is 7730997904 and I am from Andhra Pradesh, Vijayawada.**

**Assignment :**

**In Day1 of Cyber security Class, I learnt about Introduction to Cyber security and how we can protect ourselves from cyber attacks and some cyber attacks.**

**I also learnt some things like Exploit, Vulnerability, DOS, Brute Force.**

**And**

**Some Popular Cyber Attacks like:**

**\*Malware**

**\*Phishing**

**\*Password Attacks**

**\*DDOS**

**\*Man in the Middle**

**\*Drive By Download**

**\*Malvertising**

**\*Rogue Software.**

**And some important topics like Networking and Cryptography and OSI Reference Model and types of Computer Ports and some basic commands in Linux.**

**In Day 2, I learnt about Information Gathering and Scanning.**

**Some important topics like where I can develop and create an own websites like :**

**\*Google Dorking**

**\*OSINT**

**\*Profil3r**

**\*Website Information**

**\*Finding IP**

**\*Sub domains**

**\*who is lookup**

**Coming to Scanning Topic, where we can find or identify Vulnerabilities using several techniques are as follows:**

**\*Looking for Files or Folders in website using dirbuster and dirb commands.**

**\*Nmap(Network Mapper) to scan**

**\*Nikto**

**\*Acunetix**

**And**

**\*Vulnerability Scanners.**

**Thus, these are the topics I learnt so far in these two days and I have done this topics in a practical manner also.**